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FDLE Cyber

• Cyber Squads respond to complaints of 
computer-related crime originating from 
citizens, FDLE offices, and other law 
enforcement agencies in the state.  

• Typical cases include network intrusions, 
denial of service attacks, and Internet-
related crimes including crimes against 
children.



SAC = Special Agent in Charge

Regional Domestic Security Task Forces

Foundation of Florida’s Domestic Security Model

Pensacola

Sheriff Louis Roberts

SAC Jack Massey

Tallahassee

Sheriff Walter McNeil

SAC Mark Perez
Jacksonville

Sheriff Michelle Cook

SAC John Burke

Tampa

Sheriff Chad Chronister

SAC Mark Brutnell

Orlando

Sheriff Dennis Lemma

SAC Lee Massie

Ft. Myers

Sheriff Kevin Rambosk

SAC Shane Pollard

Miami

Sheriff Ric Bradshaw

SAC Troy Walker



Contact Us



What should I look for?



“Amateurs hack systems, 

professionals hack people.” 

Bruce Schneier
American security and privacy specialist



IC3.gov



IT is not Cyber Security

– IT contractor makes sure your 
technology works

– Audits and Risk Assessments need to be 
conducted!



Mandatory Reporting of
Confidential Personal Information Loss

• Florida State Statute 501.171; Security of 
Confidential Personal Information, mandates 
any “covered entity” to report loss of 500 or 
more records to the Office of the Attorney 
General. 

• This must be done within 30 days



Reporting is Confidential

• FSS 119.071 General exemptions from 
inspection or copying of public records.

– Fire Plans and Security Infrastructure

• FSS 501.171 Reports to the Office of the 
Attorney General are exempt from public 
record.





Questions?
coreymonaghan@fdle.state.fl.us
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